
lArt. 10 lid 2e

Van:
Verzonden:
Aan:

CC:

Onderwerp:
Bijlagen:

lArt. 10 lid 2e
donderdag 6 augustus 2015 12:08

Art. 10 lid 2e

Art. 10 lid 2e Art. 10 lid 2g
lArt. 10 lid 2g
Preparatory Discussions of IT Forum - Contact Details
Copy of Attendees Final list.xlsx

All
At the preparatory discussions of the IT Forum on 24th July, a request was made to share contact details. Please find
attached a list based on those who attended. Apologies ifthere is anyone we have unintentionally missed.
Kind regards
Art. 10 lid 2e

European Commission
DG Migration and Home Affairs
Unit Dl - Terrorism and Crisis Management

Art. 10 lid 2e

1





ATTENDEES IT FORUM 24th July 2014

First Name Ilast Name lEmail address

Art 10 lid 2a + Art. 10 lid 2e



Organisation/company

Microsoft

Facebook

Facebook (EMEA)

Senior Policy Counsel - Google

Google

Ask.fm

Ask.fm

Belgium

Belgium

Council EU

E EAS

EUROPOL

Sweden

Sweden

Croatia

Romania

Romania
Finland

Finland

Greece

Greece

H u nga ry

Hungary

Germany

Germany

Italy

Spa in

Spain

Netherlands

Malta

Luxembourg

Luxembourg

1 ré land

Slovakia

Slovakia

F ra nce

France

F ra n ce

Austria

UK

UK

UK



lArt. 10 lid 2e

Van:
Verzonden:
Aan:

CC:

lArt. 10 lid 2e

donderdag 6 augustus 2015 12:05

Art. 10 lid 2e

Art. 10 lid 2e

lArt. 10 lid 2g
Onderwerp:
Bij lagen:

Readout of Preparatory Discussions of the IT Forum.
20150806 Internet Forum - Best Practices in Referrals.docx; 20150806 Internet
Forum - note of preparatory discussions.docx

All
Many thanks for your participation at the preparatory discussions of the IT Forum on 24th July. Please find attached a
summary of discussions and the list of those actions which help make a good referral (based on discussions during
the day).
We will shortly be in touch with details of our follow-up meeting, scheduled for October.
Please note that the ministerial discussion, hosted by our Commissioner, is likely to take place late afternoon/early
evening on the 2nd December, in order to coincide with JHA. Again, further details to follow.
Kind regards

European Commission
DG Migration and Home Affairs
Unit Dl - Terrorism and Crisis Management

Art. 10 lid 2e

10 lid 2e

1





S EUROPEAN COMMISSION
DIRECTORATE-GENERAL MIGRATION AND HOME AFFAIRS

— Directorate D: Security
Unit D.1: Terrorism and Crisis Management

Meeting Report of 24 July 2015

Preparatory meeting of the EU Internet Forum

SUMMARY REPORT ON PREPARATORY DISCUSSIONS OF THE IT FORUM

Introduction

On 24th July, the Commission chaired a meeting of practitioners and policy makers from 18 Member

States, along with representatives from Facebook, Google/Youtube, Ask.fm and Microsoft to discuss

online terrorist material. The EU’s Counter Terrorism Co-ordinator’s Office and the External Action

Service were also in attendance. This was the first meeting which brought the industry and Member

States together, in preparation for the launch of the ministerial EU IT Forum to be chaired by the

Home Affairs Commissioner towards the end of the year.

In opening, the Commission explained how this priority piece of work underpinned the proposals set

out in the European Agenda on Security, and the Internal Security Strategy which was currently being

revised. The freedom of expression remained the priority. Whilst the internet had revolutionised

communication, it was also dear that criminals, including terrorists, were exploiting the internet for

criminal and terrorist gain. The purpose of these discussions was to discuss how EU citizens could

best be protected from such harmful material, whilst avoiding any encroachment or conflict with

fundamental rights. This initial meeting was an opportunity for industry to meet with Member States

and set out their efforts in this area. Its focus was primarily on reducing accessibility to terrorist

content, with a view to further discussions — possibly in October — being held on challenging terrorist

propaganda online. DG HOME explained how this work fitted together with other EU workstreams

such as the Radicalisation Awareness Network and Europol’s Internet Referral Unit.

Twitter had sent their apologies but also their assurances that they remained committed to this

initiative.

Industry Presentations

Google/VouTube, Facebook, Ask.fm, and Microsoft then proceeded to set out in detail their efforts in

this area. It was dear from discussions that the large internet companies are advanced in this area,

with reporting mechanisms in place and dear policies on what material is forbidden, including that

relating to terrorism. Profiles of individuals linked to terrorist organisations are forbidden. Whilst

violent and graphic material will not be tolerated, if there is an educational purpose to serve, an

assessment will be made as to whether to show at least some of the material. The companies are

reliant on Member States to bring material to their attention (both from the public and law

enforcement partners). Trusted Flagger’ approaches had proved effective but there was a need for



more flaggers, particularly those who could ‘flag’ in different languages. There was a question as to

whether a legal definition of what constitutes illegal material would help the industry. Terrorist

material was compared to child-abuse material, whereby it is often easier for the companies to

determine what kind of media item should be considered illegal and be reported.

Most of the companies had been involved in supporting NGOs in promoting material to challenge the

extremist narrative. This will need to be explored in more detail at the next meeting.

Member States’ Response

Member States then intervened, updating on their approaches. Some Member States have enhanced

their legislation in this area, whilst others had set up their own national teams to help identify

material of concern. A number of Member States expressed their support for the new Internet

Referral Unit at Europol.

Europol

Europol provided an overview of the IRU. The RU would scan for and identify material, assessing it

against the principles set out in the Council Framework Decision 2008 on Combating Terrorism as

well as against the host company’s terms and conditions. Most Member States had now provided

points of contact. The Unit was in its early stages, but there might be scope to reach out to those

third countries with whom Europol already had existing relationships.

Best Practice for Referrals

There was then a helpful discussion about what makes a good referral.

Assessment of Meeting

• This was a productive and promising first meeting of its kind with a good turnout from both
Member States and those industry representatives who had been invited.

• The ongoing support of the large companies is vital considering the large volumes of terrorist
material that remain so easily accessible. The IRU can play a key role in supporting these
companies identify terrorist material hosted on their sites. The discussion on what makes a
good referral was helpful, but highlighted that this process will only work if the companies
themselves have robust terms and conditions in place. This demonstrates the need to use
the Internet Forum to reach out to the smaller companies and initial attempts have been
difficult. Smaller companies will be reliant on the experience and expertise of the larger
ones. Some work is already underway, but more needs to be done.

• Consideration should be given as to what extent enhanced legislation would assist, taking
account of the Council Framework Decision 2008 and UN and EU lists designating terrorist
orga n isatio ns.

• There was appetite for a further meeting to consider how the internet companies and
Member States can work together to empower civil society partners to challenge terrorist
propaganda.



Art. 10 lid 2e

Art. 10 lid 2e
Van:
Verzonden: woensdag 22 juli 2015 16:57
Aan: Art. 10 lid 2e

CC: Art. 10 lid 2g lArt. 10 lid 2e
lArt. 10 lid 2e

Onderwerp: IT Forum Preparatory Discussions
Bijlagen: Final Agenda.doc

All
Many thanks to those who have confirmed their attendance at Friday’s discussion.
Please note that registration will start from 09:15. Please give yourselves enough time to pass through security,
register and have a coffee before the meeting starts at 10:00.
1f there is anyone who wishes to register, but has not yet done so, please let us know as soon as possible.
Than ks

Art. 10 lid 2e

European Commission
DG Migration and Home Affairs
Unit Dl - Terrorism and Crisis Management

Art. 10 lid 2e

1





Van:
Aan:
Onderwerp:
Datum:
Bijla gen:

Art. 10 lid 2e

FW: Hello and intemet/CT
woensdag 22juli 2015 13:24:04

imaoeüül.pif

HeylArt. 10 lid 2e 1
Ben jij er vrijdag bij? Los van dat het sowieso leuk is je even te zien natuurlijk, vroeg
ik me af of het handig is nog even te bellen vooraf (donderdagmiddag ofzo).
Ik denk dat ik okay ben de bijeenkomst zelf te doen, is voor jou wellicht ook prettig
qua drukte, maar wil wel even zeker hebben dat ik jouw ideeën mee kan nemen,
vooral over het forum dat de CIE gaat inrichten.
Lieve groeten,
Art. 10 lid 2e 1
Alles hieronder betreft zelfde inhoud als document nr. 59
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lArt. 10 lid 2e

Van:
Verzonden:
Aan:
CC:

Onderwerp:

DearlArt 10 lid 2e

lArt. 10 lid 2e
woensdag 22juli 2015 18:06

Art. 10 lid 2e

RE: Hello and internet/CT

That sounds good to me, thank you.
Good luck with the final preparations and T will see you on Friday.

Best,

Art. 10 lid 2e

Van:IArt. 10 lid 2e
Verzonden: woensdag 22 juli 2015 17:57
Aan Art. 10 lid 2e
CC:
lArt. 10 lid 2e
Onderwerp: RE: Hello and internet/CT

lArt. 10 lid 2e
Thanks for your email.
Your suggested approach sounds fine (as long as you’re content). We will also ask a couple of other Member States
to speak up so that you are not the only one. In any case, 1 think it will depend on Member States reactions to the
presentations by the industry. 1f there are a large number of questions, we may not have much time for the Member
State update, but if we do, it would be good to have the Netherlands on standbyl
Thanks again

Art. 10 lid 2e

From:IArt 10 lid 2e
Sent: Wednesday, July 22, 2015 1:23 PM
To: Art. 10 lid 2e
Cc:
lArt. 10 lid 2e
Subject: RE: Hello and internet/CT

DearlArt. 10 lid 2e

Thanks for your message, T am looking forward to meeting you again this Friday and hearing
where you and MS are on the internet approach.
As for an intervention under item 2 of the agenda; T am of course willing to intervene shortly
and give a general outline of the Netherlands’ approach and the successes and challenges we
encounter.IArt 10 lid 2a

T hope this helps! Please let me know if you have questions, commerits or want to discuss this
any further.

Art. 10 lid2a

1



Best,

lArt. 10 lid 2e1

Van: lArt. 10 lid 2e
Verzonden: dinsdag 21 juli 2015 11:19
Aan Art. 10 lid 2e
CC:
lArt. 10 lid 2e
Onderwerp: RE: Hello and internet/CT

HellolArt 10 lid 2e

______________

I’m glad to see that you are able to attend our meeting on Friday with the Vt 10 hd 2g
Following our meeting here in Brussels, we were wonderin whether you wanted to come prepared to

speak for a few minuteslArt. 1 0 lid 2a Iwe were wondering if this

might be best coming under -‘ of the agenda (under Member States Response).

Let me know what you think 1d
1

°I/ill be facilitating so we can prompt him to turn to the Netherlands

under this agenda item. We’ tL b get a sense from the Member States of what works well and what

challenges you have faced/continue to face. It need only be for a few minutes.

Kind regards

Art. 10 lid 2e

European Commission
DG Migration and Home Affairs
Unit Dl - Terrorism and Crisis Management

Art. 10 lid 2e

From:IArt. 10 lid 2e
Sent: Friday, May 29, 2015 12:38 AM
To: Art. 10 lid 2e
Cc:

_________________________

Subject: RE: Hello and internet/CT

Dear lArt. 10 lid 2e1

1 checked with the colleagues and 22 June seems to work for us. Would you be available to
meet around 11 AM?

We will most likely be three people;
Art. 10 lid 2e I-NCTV
Art. 1 0 lid 2e J - NL permanent representation
And myself.

Thanks again and Looking forward to see you on the 22nd!

Best regards,
lArt. 10 lid 2e 1

2



lArt. 10 lid 2e

From: lArt. 10 lid 2e
Sent: donderdag 28 mei 2015 17:43:23
To:lArt. 10 lid 2e

Subject: RE: Hello and internet/CT

DearlArt. 10 lid 2e 1
Thanks for your email. We were in fact considering for quite some time to get in contact with

Art. 10 lid 2a [rhe last meeting feli into a very busy moment at the beginning of the year and we were
not able to attend.

lArt. 10 lid 2e land myself would be available for a meeting on Monday 22. Did 1 understand
correctly that you would be coming to Brussels or was the idea to have the meeting in The Hague?

Thanks again and hope to hear from you soon.

Best regards,

Art. 10 lid 2e

European Commission
DG Migration and Home Affairs
Directorate: Security
Unit Dl: Terrorism and Crisis Management

Art. 10 lid 2e

From:IArt, 10 lid 2e

Sent: Thursday, May 28, 2015 2:53 PM
To: Art. 1 0 lid 2e

Cc:

__________________________

Subject: Hello and internet/CT

DearlArt 10 lid 2e 1

How are you? And how is the team? 1 hope the busyness us still manageable?
The JHA-Council coming up will no doubt add some extra pressure and work.

Art. 10 lid 2e

3



In that capacity 1 am emailing you with a request. Our colleague at the NL
permanent representation,lArt. 1 0 lid 2e 1 has previously been in touch with
you or one of your colleagues to see if it would be possible to have a short
meeting to discuss efforts on internet and CT.IArt 10 lid 2e
Art. 10 lid 2e

First attempts at setting up a meeting were aimed at the end of this week, but T
understand that that would not be possible. We are now looking at the
possibilities for setting something up in June. Either shortly before or directly
after the JHA-Council, depending on what would work best for you.
T do understand that this is an especially busy time, but we would very much
appreciate to have a short exchange with you or a colleague before the summer
holidays start and everything slows down.

Could you let me know fit would be possible to have a meeting somewhere
between 10 and 22 June?
It would be great to see you!

Thanks so much in advance.
Best regards,
Art. 10 lid 2e

Dit bericht kan informatie bevatten die niet voor u is bestemd. Indien u niet de
geadresseerde bent of dit bericht abusievelijk aan u is toegezonden, wordt u verzocht
dat aan de afzender te melden en het bericht te verwijderen. De Staat aanvaardt geen
aansprakelijkheid voor schade, van welke aard ook, die verband houdt met risico’s
verbonden aan het elektronisch verzenden van berichten.

Ministerie van Veiligheid en Justitie

This message may contain information that is not intended for you. 1f you are not the
addressee or if this message was sent to you by mistake, you are requested to inform
the sender and delete the message. The State accepts no liability for damage of any
kind resulting from the risks inherent in the electronic transmission of messages.

Ministry of Security and Justice

Dit bericht kan informatie bevatten die niet voor u is bestemd. Indien u niet de geadresseerde
bent of dit bericht abusievelijk aan u is toegezonden, wordt u verzocht dat aan de afzender te
melden en het bericht te verwijderen. De Staat aanvaardt geen aansprakelijkheid voor schade,
van welke aard ook, die verband houdt met risico’s verbonden aan het elektronisch verzenden
van berichten.

Ministerie van Veiligheid en Justitie

4



This message may contain information that is not intended for you. 1f you are not the
addressee or if this message was sent to you by mistake, you are requested to inform the
sender and delete the message. The State accepts no liability for damage of any kind
resulting from the risks inherent in the electronic transmission of messages.

Ministry of Security and Justice

Dit bericht kan informatie bevatten die niet voor u is bestemd. Indien u niet de geadresseerde bent of
dit bericht abusievelijk aan u is toegezonden, wordt u verzocht dat aan de afzender te melden en het
bericht te verwijderen. De Staat aanvaardt geen aansprakelijkheid voor schade, van welke aard ook,
die verband houdt met risico’s verbonden aan het elektronisch verzenden van berichten.

Ministerie van Veiligheid en Justitie

This message may contain information that is not intended for you. 1f you are not the addressee or if
this message was sent to you by mistake, you are requested to inform the sender and delete the
message. The State accepts no liability for damage of any kind resulting from the risks inherent in
the electronic transmission of messages.

Ministry of Security and Justice

5





_______________

0

lArt. 10 lid 2e

Van: lArt. 10 lid 2e
Verzonden: maandag 20juli 2015 18:37
Aan: Art. 10 lid 2e

CC: Art. 10 lid 2g lArt. 10 lid 2e
Art. 10 lid 2e

Onderwerp: IT Forum Preparatory Discussions - Agenda
Bijlagen: Final Agenda.doc

Opvolgingsmarkering: Follow Up
Markeringsstatus: Voltooid

All
Please find attached the agenda for Friday’s Awareness Raising Session in preparation for the official launch of the
EU IT Forum in December.
We hope the day will be both interesting and productive. Please come prepared to talk about your experiences —

both good and bad. 1f there is anything specific you want to get out of these discussions, please do not hesitate to
contact us in advance of the meeting.
We look forward to seeing you on Friday.
Kind regards

Art. 10 lid 2e

European Commission
DG Migration and Home Affairs
Unit Dl - Terrorism and Crisis Management

Art. 10 lid 2e

1





__

EUROPEAN COMMISSION
DIRECTORATE-GENERAL MIGRATION & HOME AFFAIRS

Schuman Room, Berlaymont Bullding, 200 rue de la Lol,

PREPARATIONS FOR EU IT FORUM: AWARENESS RAISING SESSION
24 JULY 2015 (10:00-1 6:30)

AGENDA

09:15-10:00 Registration and coffee

10:00-10:15 Introductions

10:15-11:45 Internet Companies’ Presentations
Industry to set out their approaches to addressing terrorist material
online (inciuding terms and conditions regarding remo vals and
efforts to support ‘counternarratives9

11:45-12:30 Member States’ Response
Opportunity for Member States to ask questions and update on
their strategic approach to countering terrorism online.

12:30-13:30 Lunch

13:30-14:15 EU Internet Referral Unit
Overview of the IRU and its first three weeks. How can MS and
industry support the EU IRU?

14:15-15:00 Moderated Discussion 1:
> What can we do at MS and Industry level to improve the referrals

process?
What makes a good flagger?

15:00-15:15 Coffee

15:15-16:00 Moderated Discussion 2:
How can we encourage/support the public and NGOs to report
material of concern?

> How can we ensure that the public - particularly the young - are
equipped with digital awareness skills to deal with harmful terrorist
content?
What can the industry do?
What can Member States do?

16:00-16:30 ConclusionslNext Steps





Van: Art. 10 lid 2e

FW: Invitation to the EU Internet Forum — awareness raising session on 24th July 2015 in Brussels,
Belgium

Art. 10 lid 2e
Van:
Verzpnden: dinsdaa 7 juli 2015 10:37
Aan:lArt. 10 lid 2e
lArt. 10 lid 2e
CC]Art 10 lid 2e
Onderwerp: l-W: Invitation to the LU Internet 1-orum — awareness raising session on L’ftfl July
2015 in Brussels, Belgium

Art. 10 lid 2e

Ministerie van Veiligheid en Justitie
Directie Strategie en Bedrijfsvoering
Turfmarkt 147 1 2511 DP 1 Den Haag
Postbus 16950 1 2500 BZ Den Haag

lArt. 10 lid 2e

www.nctv.nI

Van: lArt. 10 lid 2e

Vrnznnden: donderdan 2 juli 2fl1S 17S1
Aan:lArt 1fl lid 2e
Art. 10 lid 2e
Onderwerp: EW: Invitation to the EU Intemet Forum — awareness raising session on 24th July
2015 in Brussels, Belgium

Zie bijgaand, was al aangekondigd.

Ik kan er, zo nodig gezien ook vakanties, bij zijn.

Groet

lArt. 10 lid 2e 1

From: lArt. 10 lid 2ci
Sent: donderdag 2 juli 2015 15:57
To: lArt. 10 lid 2e

Art. 10 lid 2e

cVt 10 lid 2g

lArt. 10 lid 2e
ilArt. 10 lid 2e

Aan:
Onderwerp:

Datum:
Bijlagen:

2

vrijdag 17juli 2015 17:26:11
rit EIts [.iernbrespdf

Iets voor u?

Met vriendelijke groet,

Subject: Invitation to the EU Internet Forum — awareness raising session on 24th July 2015 in



Brussels, Belgium

Dear Madams/Sirs,

Please find an advance copy of the invitation to the EU Internet Forum — awareness raising

session on 24th July 2015 in Brussels, Belgium.

Yours sincerely,

kL
Art. 10 lid 2e

European Corn mission

DC Migration, Home Affairs and Migration

Unit Dl -Terrorism and Crisis Management

Art. 10 lid 2e

Help save paper! Do you really need to print this email?

Dit bericht kan informatie bevatten die niet voor u is bestemd. Indien u niet de
geadresseerde bent of dit bericht abusievelijk aan u is toegezonden, wordt u verzocht dat
aan de afzender te melden en het bericht te verwijderen. De Staat aanvaardt geen
aansprakelijkheid voor schade, van welke aard ook, die verband houdt met risico’s
verbonden aan het elektronisch verzenden van berichten.

This message may contain information that is not intended for you. 1f you are not the
addressee or if this message was sent to you by mistake, you are requested to inform the
sender and delete the message. The State accepts no liability for damage of any kind
resulting from the risks inherent in the electronic transmission of messages.



Ref. Ares(2015)2782065 02/07/2015

.‘.
. EUROPEAN COMMISSION

DIRECTORATE GENERAL MIGRATION AND HOME AFFAIRS

-

-.

Darectorate D Security
TheDirector

Brussels,
home.d. 1(2015)3084019

To EU Focal Points
Sent by email

Subject: Invitation to the EU Internet Forum — awareness ralsing session on
24j July 2015 in Brussels, Belgium

Dear Madam/Sir,

Following recent attacks in Europe, the terrorist threat to the European Union remains
high. There is increasing concern about the way in which terrorists are abusing the
internet and social media to incite terrorist atrocities or radicalise and recruit others.
Ministers have identified addressing terrorists’ use of the internet as a priority and it is
dear we need to explore areas for enhancing our efforts and achieving tangible progress.
The European Agenda on Security committed to the establishment of an EU-level
Internet Forum. A series of events are planned in preparation of the formal launch of the
Forum later this year. As one of the first such events the Commission would like to invite
you to the:

EU Internet Forum - Awareness raising session between the internet and social

media companies and EU Member States

24 July 2015 — 10:00-16:30

Schuman Room of the Berlaymont Building

200 me de la Lol, 1040 Brussels, Belgium

The purpose of this meeting is to bring together representatives from Ministries of
Interior and/or Justice as well as law enforcement from all EU Member States and
Europol together with representatives of internet and social media companies. The
objective is to set out the work that is already underway, discuss the challenges from an
operational, policy and industry perspective, and identify areas for further collaboration.

Subject to your thoughts, we see the first two priorities as centred on reducing
accessibiity to terrorist content (complementary to EuropoPs efforts in this area) and on
increasing efforts to challenge the terrorist narrative online (complementary to initiatives

Art 10. lid 2a



Communications Advisory Team). Intemet and social media companies will have the
opportunity to present what they are already doing to support the development and
dissernination of counter narratives as well as the application of their terms and
conditions, which would serve as a basis for a framework of engagement at national as
well as European level. We hope that this first meeting will enhance understanding of
each other’s capability and establish a more collaborative working relationship going
forward.

An agenda will be sent out nearer the time, but in the meantime, we would be grateful if
you could come prepared to speak about your Government’s approach to tackling this
issue; the challenges as you see them; and those areas on which you would like the
Forum to focus and what deliverables you expect.

Interpretation facilities will be provided for in English, French, German, Italian, Dutch
and Spanish.

Please register by providing your name and contact details (email, organisation, date of
birth, ID number, ID expiry) of your representative(s) by email to lArt. 10 lid 2g
t.10aecu!jeu by 8th July 2015.

Please note that the Commission can provide travel arrangements for two
representatives per Member State. The Commission will not be able to reimburse
the costs of travel arrangements made directly by the participants.

For queries on the content of the meeting, please contactiArt. 10 lid 2e
Art. 10 lid 2e

For administrative issues please contactiArt. 10 lid 2e
E: lArt. 10 lid 2e

The agenda will follow in due course. The Commission is looking forward to your
participation in this important event.

Yours sincerely,

Art. 10 lid 2e

2



Van:
Aan:
Cc:
Onderwerp:
Datum:

Art. 10 lid 2g

JArt. 10 lid 2e
lArt. 10 lid 2g

RE: Meeting 24 july EU intemet forum

woensdag 15juli 2015 10:21:37

DearlArt. 10 lid 2e

Im in charge to book travel details for your colleague but 1 need their date of birth.

Could you please send it to me?

Thank you in advance,

Best regards,

lArt. 10 lid 2e

From: lArt, 10 lid 2e
Sent: Tuesday, July 14, 2015 3:53 PM
To: HOME INTERNET FORUM
Cc: lArt. 1 0 lid 2e
Subject: FW: Meeting 24 july EU internet forum

Dear Sir/Madam,

0fl behalf of the Netherlands, lArt. 10 lid 2e
24 July of the EU Internet Forum:

1 will attend the meeting on

lArt. 10 lid 2e
Ministry of Security and Justice
The Netherlands
Art. 10 lid 2e

We are still considering to send another delegate to the meeting, if that is
possible. We will inform you about his/her details as soon as possible.

Kind regards,

I’?.t 10 lid 2e

Ministry of Security and Justice

Turfmarkt 147

2511 DP The Hague

The Netherlands

Art. 10 lid 2e

Dit bericht kan informatie bevatten die niet voor u is bestemd. Indien u niet de
geadresseerde bent of dit bericht abusievelijk aan u is toegezonden, wordt u
verzocht dat aan de afzender te melden en het bericht te verwijderen. De Staat
aanvaardt geen aansprakelijkheid voor schade, van welke aard ook, die verband
houdt met risico’s verbonden aan het elektronisch verzenden van berichten.

Ministerie van Veiligheid en Justitie



This message may contain information that is not intended for you. 1f you are not
the addressee or if this message was sent to you by mistake, you are requested to
inform the sender and delete the message. The State accepts no liability for
damage of any kind resulting from the risks inherent in the electronic transmission
of messages.

Ministry of Security and Justice


